
 

TIME PROGRAM 
8:00am – 9:00am Registration 
9:05am – 9:15am Introduction and Welcome 

Carrie Gurr – Branch Chair, AISA QLD Branch 
9:15am – 9:30am Welcome to Country 

9:30am – 10:15am Keynote Presentation  
Rae Johnston - Multi-award-winning STEM journalist and broadcaster  

10:15am – 10:45am Morning Tea 
 
 
 

10:45am – 11:25am 

TECHNICAL: RED, BLUE –  
WHAT COLOUR ARE YOU? 

Ballroom A 

HUMAN FACTORS 
 

Ballroom C 

COPS AND ROBBERS:  
GRC & CYBER CRIME 

Queens Ballroom 
An intelligent IoT vulnerability 

detection tool with the case 
study of smart airports 

Praveen Gauravaram 

Applying a risk-based approach 
to security control selection, 

that is prescribed in regulatory 
frameworks 

Ken Fitzpatrick 

Nation state actors: An 
analysis of TTPs, frameworks 
and the need for education 

Marcus Herstik 
 

11:30am – 12:10pm Federating the fight against 
cybercrime... without the 

jargon! 
Dirk Hodgson & Adam Green  

Diminished trust and the 
trouble with 'PbD Lite' 

Nicole Stephensen, Susan 
Shanley, Sophie Bradshaw  

& Nicola Bevitt 

Lazy writing: The information 
security nightmare that is AI 

generated text  
Kristine Sihto 

12:15pm – 1:15pm Lunch 
1:15pm – 1:55pm Managing burnout and fatigue in 

Security Operations 
Phil Cole 

 

Develop and implement cyber 
security assurance programs 

for major infrastructure 
projects 

Peter Clissold 

Cyber Presilience - Engaged 
People are the strongest layer 

in a cyber defence strategy 
Dr Gavriel Schneider &  

Dave Cohen 
2:00pm – 2:40pm I am whoever I say I am: 

Stealing client data from 
around the world 
James Anderson 

 

The communications playbook: 
The key to successful and 

impactful cyber conversations 
with executives 

Yvette Lejins 

Nailing the first 100 days as  
a CISO 

Ashwin Ram 
 

2:45pm – 3:25pm SOARing automation for blue 
teams 

Jarrod Loidl & Kyle Lamont 

Weak signals, weak signals 
everywhere! A framework for 

early-detection of 
organisational vulnerability to 

cyber attacks 
Dr Ivano Bongiovanni 

Building a bridge for young 
(cyber) engineers 

Jordan Watson 

3:30pm – 4:00pm Afternoon Tea 
4:00pm – 4:45pm Panel Discussion: Celebrating neurodiversity: Understanding and harnessing neurodiverse team 

members superpowers 
Moderator: Shelly Mills - Program Manager, Cyber Security Improvements, University of Queensland 
Panel Members: 1.  Andrew Hooley - Director and Chief Instructor, Balance Foundation 
                               2.  Trinity McNicol - Team Leader (Data Governance), University of Queensland 
                               3.  Mark McPherson - Cyber Security Governance Specialist, University of Queensland 

4:45pm – 5:00pm Closing Remarks and Sponsor Giveaways 
5:00pm – 6:00pm End of Conference Networking Drinks 

 

*AISA reserves the right to make changes to topics and speakers without prior notice. AISA presentations are intended for educational purposes only. Statements of fact and opinions expressed 
are those of the participants individually and, unless expressly stated to the contrary, are not the opinion or position of AISA, its sponsors, or its partners. AISA does not endorse or approve, and 
assumes no responsibility for, the content, accuracy or completeness of the information presented. 
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